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Abstract of the contribution: This paper proposes how the AF finds the PCF to contact with when a UE IP address is received from an External ASP.
Discussion
Background
Last SA2 meeting, the existing solution that enables the AF to find the PCF using the UE IP address, so called PCF BSF, was discussed in S2-177477. Two issues were raised: 
1. The binding information is stored for each PDU session of all UEs, offline discussions clarified that this is required for IMS services but it is not really necessary for non-IMS services. The drawback is that requires additional data storage and associated processing of these data, increasing operational cost for the MNO. 
2. In roaming, both the home and visited PCF BSF are involved, adding additional hops to the routing of messages to the home PCF are required.
An Editor´s note was included in TS 23.501, clause 6.3.7.3 “Binding an AF request targeting an IP address to the relevant PCF” pointing out the requirements to resolve this issue and a possible alternative solution. Editor's note:A solution is required for the per-session binding information storage problem with an improved support of signaling routing, i.e., route N7 signaling through BSF. A potential solution, in case where UE IP address is assigned by SMF rather than external data network and DHCP server, NEF and SMF can be used to discover the relevant PCF requested by AF. NEF maintains the information of mapping between SMF address and its maintained IP address pool for UE IP address assignment, which could be pre-configured. After NEF receives an AF request with an IP address, NEF finds out the address of SMF maintaining the IP address included in the SMF's IP address pool. NEF requests the SMF for the relevant PCF targeting the IP address. And then NEF transfers the AF request to the relevant PCF.
The solution described in the Editor´s note is specific for the case when the UE IP address is assigned by the SMF, as the Editor´s note says. In this document, we analyse potential solutions that may be used to avoid storing the 3-tuple (UE IP address, DNN, PCF address) for each PDU session that aims to be applicable for regardless of the UE IP address allocation method and aims to be generic. 
Note, that for IMS services, under the assumption that are using the IMS well-known APN defined in GSMA IR.88, the storage of binding information is required for all PDU sessions.
Alternative solutions
Alternative 1: Configuration of SUPI ranges to PCF address in both SMF and NEF/AF. The SMF checks the SUPI included in the PDU session establishment and then requests PCC Rules to the PCF address for the configured SUPI ranges. The NEF or the AF receives a UE IP address and the GPSI, then NEF request the UDR the translation between GPSI to SUPI. The NEF sends an authorization request to the PCF address for the configured SUPI ranges.
This alternative requires that the External ASP always sends the GPSI, so no optional parameter, and local configuration in both NEF/AF and SMF to define the SUPI ranges to PCF address mapping.
Alternative 2: Configuration of UE IP address ranges to PCF address in both SMF and NEF/AF. The SMF checks the UE IP address at PDU session establishment and then requests PCC Rules to the PCF address for the configured UE IP address ranges. The NEF or the AF receives a UE IP address and then sends an authorization request to the PCF address for the configured UE IP address ranges.
This alternative is no valid for those scenarios where SMF contacts PCF prior to IP address allocation. Therefore, it is discarded.
[bookmark: _Hlk498890554]Alternative 3: Conditional storage of the binding information. For non-IMS services, the binding information is stored only for those PDU sessions that may be used to access an External ASP with agreements with MNO. This alternative required a new indication stored in the subscription profile in the UDR per SUPI and DNN. The PCF BSF checks the subscription profile and then stores the binding information only for those PDU sessions that may be used to access any External ASP.
This alternative may still store binding information for PDU sessions that are not used to access an External ASP. On the other hand, it does not require additional hops in roaming scenarios as PCF BSF stored the binding information in the UDR and then NEF/AF reads the PCF address from the UDR.
Conclusion: Our proposal is to select Alternative 3 as it works regardless of the UE IP address allocation method. Alternative 1 may also be used as an option for those scenarios where the External ASP sends the GPSI.
Proposal
It is proposed to update 23.503 as described below.
* * * First Change * * *
[bookmark: _Toc497818773]6.1.1.2.2	The PCF Binding Support Functionality (PCF BSF)
The PCF BSF has the following characteristics:
-	The PCF BSF has information about the user identity, the DNN, the UE IP address(es) and the selected PCF address for a certain PDU Session. This information is stored internally in the PCF BSF. 
-	For IMS services the 4-tuple (SUPI, UE IP address, DNN and selected PCF) is always stored in the PCF BSF.
- 	For non-IMS services, the PCF BSF retrieves the subscription policy profile from the UDR and then stores the 4-tuple (SUPI, UE IP address, DNN and selected PCF) only for those PDU sessions that may be used to access any External ASP. The indication on whether a DNN may be used to access an External ASP with agreements with the MNO is stored as part of the subscription policy profile.
Optionally, the PCF BSF can store the binding information in the UDR, in the Structured Data for Exposure repository.
-	For storage binding information, the PCF BSF shall receive Npcf_SMPolicyControl service operations when an UE IP address is allocated or released for a PDU session. The PCF BSF obtains the new binding information by acting on the Npcf_SMPolicyControl Get and Npcf_SMPolicyControl Delete service operation and Nsmf_EventExposure_Notify service operation.
-	For retrieval binding information, the PCF BSF determines the selected PCF address according to the information carried by the incoming requests.
-	The PCF BSF acts on Npcf_PolicyAuthorization to get the information carried in the incoming requests and obtains the selected PCF address from the stored binding information.
-	when the PCF BSF stores the binding in a Structured Data for Exposure repository in the UDR, an AF may obtains binding information from UDR via NEF, and send the AF request towards PCF without requiring the support of the PCF BSF. 
For IMS services, the PCF BSF is able to proxy or redirect N5/Rx requests targeting an IP address of a UE to the selected PCF.
[bookmark: _Hlk491363296]The PCF BSF may be deployed standalone or may be collocated with other network functions such asthe PCF.
******* End of changes ******
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